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[bookmark: _Hlk29042312]****************************  Begin Change ***************************
Solution #X: Use OAM based slice information by the AMF/NSSF
[bookmark: _Toc25971125][bookmark: _Toc25971369][bookmark: _Toc26360293][bookmark: _Toc26360362]6.x.1	Introduction
This solution is a variation of solution #3 with the difference being that instead of NSSF maintaining a count of UEs in a slice, the NSSF consults with OAM to get that information. 
[bookmark: _Toc25971126][bookmark: _Toc25971370][bookmark: _Toc26360294][bookmark: _Toc26360363]6.x.2	High-level Description
When a S-NSSAI is subject to counting, this is indicated in Subscription Information. If a S-NSSAI is marked for counting, then the AMF shall always invoke the NSSF for decision on Allowed NSSAI for a UE. NSSF maintains a count of UEs for S-NSSAI via a periodic query/update from OAM system. If the quota is overflown the NSSF returns either the UE is allowed to use the S-NSSAI but with an indication the quota is overflown, or, if that is the policy, that the S-NSSAI is not allowed with cause "quota overflown". An optional back-off timer may also be provided. The NSSF also may report the information to the charging subsystem for Network Slice Customer (NSC) level charging events collection. 
In roaming case, the same behaviour applies, only the decision to allow an S-NSSAI involves the NSSF of the HPLMN, and the event of a UE no longer using a S-NSSAI of HPLMN is also reported to the HPLMN NSSF. It is assumed that OAM systems in HPLMN would be able to keep track of slices being used by UEs that are roaming (to be checked with SA5). When an AMF receives an indication from the NSSF that the S-NSSAI is allowed but the quota is overflown, then this may trigger the AMF to report this to the Charging subsystem. 

[bookmark: _Toc25971127][bookmark: _Toc25971371][bookmark: _Toc26360295][bookmark: _Toc26360364]6.x.3	Procedures
6.x.3.x	Procedure for AMF interaction with NSSF for slice level UE number enforcement
1. During UE Registration the AMF checks if a S-NSSAI being requested by the UE is marked for counting which is indicated in Subscription Information. 
2. The AMF invokes the NSSF for decision on Allowed NSSAI for a UE. The NSSF maintains a count of UEs for S-NSSAI via a periodic query/update from OAM system (see procedure 6.x.3.x) . 
3. If the quota is overflown the NSSF returns either the UE is allowed to use the S-NSSAI but with an indication the quota is overflown, or, if that is the policy, that the S-NSSAI is not allowed with cause "quota overflown". An optional back-off timer may also be provided. The NSSF also may report the information to the charging subsystem for Network Slice Customer (NSC) level charging events collection. This information may also be logged in for OAM Performance / SLA monitoring purposes. 
4. When an AMF receives an indication from the NSSF that the S-NSSAI is allowed but the quota is overflown, then this may trigger the AMF to report this to the Charging subsystem.
[image: ]
Figure 6.x: AMF and NSSF interaction for slice level UE number enforcement

[bookmark: _Toc25971142][bookmark: _Toc25971386][bookmark: _Toc26360310][bookmark: _Toc26360379][bookmark: _Hlk29045224]6.x.3.x	Procedure for collection of information on the current number of UEs registered to a network slice from OAM
Figure 6.x shows the procedure to get the information of the current number of UEs registered to a network slice from the OAM.
[bookmark: _Hlk25201165][bookmark: _GoBack]1.	Subscribe (Input): NSSF subscribes to the notification(s) related to the services provided by the management service producer for obtaining the Registered Subscribers of Single Network Slice Instance.
2.	Subscribe (Output): management service producer responds to NSSF if the subscription is success or not.
3.	Data processing: management service producer prepares the data.
4.	Notification (notifyFileReady): management service producer notifies the data file is ready.
NOTE:	Procedure for data collection from OAM is already specified in clause 6.2.3.2 in TS 23.288 [5], but so far not for collecting the Registered Subscribers of Single Network Slice Instance through AMF (RegisteredAMFSubNbrMean) KPI.
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[bookmark: _Hlk29139637]Figure 6.x: Collection of current number of UEs registered to a network slice information from OAM

[bookmark: _Toc25971131][bookmark: _Toc25971375][bookmark: _Toc26360299][bookmark: _Toc26360368]6.x.3.x	V-NSSF to H-NSSF interaction for S-NSSAIs of HPLMN 
1.	The V-NSSF detects that certain S-NSSAIs of HPLMN mapping to V-PLMN S-NSSAI are subject to quota management/capping and so policy guidance needs to be received from the HPLMN NSSF.
2.	The H-NSSF uses information received via the OAM system in the home network (that maintains UE statistics per slice) and decides if any action is required for certain S-NSSAIs. If for any S-NSSAI of HPLMN there was any action required, then this is communicated to the V-NSSF alongside any back-off timer.
3.  The V-NSSF reports to the AMF with any action for S-NSSAIs of VPLMN mapping to S-NSSAIs of the H-PLMN as per step 2.
[image: ]
Figure 6.x: V-NSSF-H-NSSF interactions

[bookmark: _Toc25971132][bookmark: _Toc25971376][bookmark: _Toc26360300][bookmark: _Toc26360369]6.x.4	Impacts on existing services and interfaces
Editor's note:	This clause describes impacts to existing services and interfaces.
UE: handling of new cause codes.
AMF: handling of quota management as specified above.
NSSF: handling of quota management as specified above.

****************************  End Change ***************************
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